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A few developments (as of February 9th)

◦ February 2, 2022: European Data Protection Board adopts first opinion on 

certification criteria (re: scheme submitted by Luxembourg DPA)

◦ For interest, see also Singapore’s Data Protection Trustmark Certification

◦ February 2, 2022: Belgian DPA issues finding that the “Transparency and 

Consent Framework (TCF)” – which underpins much of online advertising –

violates the GDPR

◦ February 3, 2022: US Senators Wyden, Booker and Clarke re-introduce the 

Algorithmic Accountability Act

◦ February 4, 2022: DIFC Office of the Commission of Data Protection issues 

adequacy rulings for Singapore, South Korea, and the APEC CBPRs (LinkedIn)

https://edpb.europa.eu/news/news/2022/edpb-adopts-first-opinion-certification-criteria_en
https://www.imda.gov.sg/programme-listing/data-protection-trustmark-certification
https://www.dataprotectionauthority.be/citizen/iab-europe-held-responsible-for-a-mechanism-that-infringes-the-gdpr
https://www.wyden.senate.gov/news/press-releases/wyden-booker-and-clarke-introduce-algorithmic-accountability-act-of-2022-to-require-new-transparency-and-accountability-for-automated-decision-systems?peek=BH793HGzEX7gimi20t7HiHEg8n9b3vET476N7MsTy%2BcOuyHe#:~:text=Y.%2C%20today%20introduced%20the%20Algorithmic,every%20aspect%20of%20Americans'%20lives.
https://www.linkedin.com/feed/update/urn:li:activity:6895296222882512896/


A few developments (February 16th)

◦ February 7, 2022: Canada announces review of the Competition Act

◦ Includes evaluation of “adapting the law to today’s digital reality to better tackle 
emerging forms of harmful behaviour in the digital economy”

◦ February 9, 2022: Oman promulgates Personal Data Protection Law

◦ Interesting feature: processing of sensitive data requires permit

◦ February 10, 2022: CNIL (French DPA) finds that use of Google Analytics 

violates GDPR

◦ February 11, 2022: UK Competition and Market’s Authority accepts Google 

Sandbox competition-related commitments; will work closely with UK ICO to 

oversee further development

https://www.canada.ca/en/innovation-science-economic-development/news/2022/02/minister-champagne-maintains-the-competition-acts-merger-notification-threshold-to-support-a-dynamic-fair-and-resilient-economy.html
https://www.clydeco.com/en/insights/2022/2/data-protection-law-issued-in-oman
https://www.cnil.fr/en/use-google-analytics-and-data-transfers-united-states-cnil-orders-website-manageroperator-comply
https://www.gov.uk/government/news/cma-to-keep-close-eye-on-google-as-it-secures-final-privacy-sandbox-commitments
https://assets.publishing.service.gov.uk/media/62052c6a8fa8f510a204374a/100222_Appendix_1A_Google_s_final_commitments.pdf


A few developments (February 23rd)

◦ February 15, 2022: Canadian Marketing Association releases “Privacy Law 

Pitfalls: Lessons Learned from the European Union”

◦ Main consequences:

◦ Creating a staggering regulatory burden 

◦ Hampering the ability of organizations to innovate and contribute to economic 
growth

◦ Disproportionately impacting small and medium-sized enterprises

◦ Creating complexity for consumers

◦ Triggering other inefficiencies and unintended consequences

◦ Suppressing emerging technologies

◦ Obstructing cross-border business 

https://thecma.ca/docs/default-source/default-document-library/cma-2022-report-privacy-legislation-pitfalls.pdf


A few developments (February 23rd cont’d)

◦ February 16, 2022: California introduces AB-2273: The California Age-

Appropriate Design Code Act

◦ February 17, 2022: India may re-draft its privacy legislation, as recommended 

changes are too substantial

◦ February 17, 2022: Canada announces National Cybersecurity Consortium will 

receive up to $80M to lead Cyber Security Innovation Network

◦ February 23, 2022: EU releases draft Data Act

https://leginfo.legislature.ca.gov/faces/billTextClient.xhtml?bill_id=202120220AB2273
https://economictimes.indiatimes.com/tech/technology/fresh-legislation-may-replace-data-protection-bill/articleshow/89624369.cms
https://www.canada.ca/en/innovation-science-economic-development/news/2022/02/government-of-canada-announces-next-phase-to-strengthen-cyber-security-innovation-network.html
http://ncc-cnc.ca/
https://ised-isde.canada.ca/site/cyber-security-innovation-network/en
https://digital-strategy.ec.europa.eu/en/library/data-act-proposal-regulation-harmonised-rules-fair-access-and-use-data


A few developments (March 2nd)

◦ February 24, 2022: Ontario announces intention to require Ontario employers 

to disclose electronic monitoring of employees

◦ February 25, 2022: Spanish Data Protection Authority approves Code of 

Conduct for processing personal data in the context of a clinical trial and other 

clinical research. (Press release, Spanish only)

◦ March 1, 2022: US Senate passes Strengthening American Cybersecurity Act of 

2022.

https://news.ontario.ca/en/release/1001654/ontario-requiring-employers-to-disclose-electronic-monitoring
https://www.aepd.es/es/prensa-y-comunicacion/notas-de-prensa/aepd-aprueba-primer-codigo-conducta-sectorial-desde-entrada-vigor-rgpd
https://www.congress.gov/bill/117th-congress/senate-bill/3600/all-info


A few developments (March 2nd cont’d)

Cybersecurity bulletins:

◦ Australian Cyber Security Centre: “Australian organisations encouraged to urgently adopt an 
enhanced cyber security posture” (Updated February 27, 2022)

◦ Canadian Centre for Cyber Security: “Cyber centre urges Canadian critical infrastructure 
operators to raise awareness and take mitigations against known Russian-backed cyber threat 
activity”

◦ NZ National Cyber Security Centre: “Understanding and preparing for cyber threats relating 
to tensions between Russia and Ukraine”

◦ UK National Cyber Security Centre: “NCSC advises organisations to act following Russia’s 
further violation of Ukraine’s territorial integrity”

◦ US Cybersecurity and Infrastructure Security Agency: “Implement cybersecurity measures 
now to protect against potential critical threats”

https://www.cyber.gov.au/acsc/view-all-content/alerts/australian-organisations-encouraged-urgently-adopt-enhanced-cyber-security-posture
https://www.cyber.gov.au/acsc/view-all-content/advisories/2022-02-australian-organisations-should-urgently-adopt-enhanced-cyber-security-posture
https://cyber.gc.ca/en/guidance/cyber-threat-bulletin-cyber-centre-urges-canadian-critical-infrastructure-operators-raise
https://www.ncsc.govt.nz/newsroom/gsa-2022-2940/
https://www.ncsc.gov.uk/news/organisations-urged-to-bolster-defences
https://www.cisa.gov/sites/default/files/publications/CISA_Insights-Implement_Cybersecurity_Measures_Now_to_Protect_Against_Critical_Threats_508C.pdf


A few developments (March 9th)

◦ March 4, 2022: Norwegian DPA recommends that organizations re-consider legal 

basis for transfers to Ukraine and Russia

◦ March 4, 2022: OIPC-BC issues guidance on reasonable security measures for 

personal information disclosures outside of Canada

◦ March 4, 2022: EU requires search engines, social media to remove all mention of RT, 

Sputnik. (See this Twitter thread from TJ McIntyre)

◦ March 9, 2022: Sri Lanka Personal Data Protection Bill moves to second reading.

◦ March 9, 2022: US Executive Order on Ensuring Responsible Development of Digital 

Assets.

◦ March 9, 2022: Italian DPA issues €20M fine to ClearviewAI.

https://www.datatilsynet.no/aktuelt/aktuelle-nyheter-2022/overforing-av-data-til-russland-og-ukraina/
https://www.oipc.bc.ca/guidance-documents/3646
https://drive.google.com/file/d/1AU_w9QEOrhV0sVhFFctfA311XqUUy8cb/view
https://mobile.twitter.com/tjmcintyre/status/1501594050478153739
https://www.parliament.lk/en/committee-news/view/2484?category=33
https://www.whitehouse.gov/briefing-room/presidential-actions/2022/03/09/executive-order-on-ensuring-responsible-development-of-digital-assets/
https://techcrunch.com/2022/03/09/clearview-italy-gdpr/

